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*The global cybersecurity market will be valued at $403
billion by 2027 with a compound annual growth rate
(CAGR) of 12.5%, according to Brand Essence Research.
*Gartner insight projected that businesses would spend
more than $170.4 billion on security by 2022.
*According to Cybersecurity Ventures, there will be 3.5
million unfilled cybersecurity jobs globally by 2021.
*2017 Global salary survey indicates salary estimation for
information security analyst falls between $85k and
125k/year.

*With respect to rapidly evolving threat landscape, the
top in-demand cybersecurity skillsets include digital
forensics, penetration testing and incident response.
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Kadir Has University: Cybersecurity Professional
Graduate Program

Program Duration (11 Months)

TERM 1 (12 WEEKS)

Compulsory Courses

Cl. Cyber Security Basics

C2. Operating Systems & System Programming
C3. Computer Networks & Security

C4. Introduction to Data Science Tools

Break (2-weeks)

TERM 2 (12 WEEKS)

Compulsory Courses

C5. System Exploitation and Penetration Testing
C6. Managing Cybersecurity Operations

Elektive Courses (Choose 2)

E1-E4. Cyber Security Operations _—
E1-E4. Digital Forensics and Incident Response -
E1-E4. Scripting ®
Languages for Cyber Security

E1-E4. Cyber Resilience *kkkk

Break (2-weeks)

TERM 3 (12 WEEKS)

Elective Courses (Select 2)

E1-E4. Software Defined Networking
E1-E4. Secure Systems Engineering
E1-E4. Cyber Warfare

E1-E4. Trusted Systems Design,
Development, and Analysis

GP
Graducation Project

Notes

1 Lecture hours: 18:30 - 22:00

2 At least 407 of the courses are going to be given by professionals.

3 If there are more than 2 people from the same company, there will be up to 50% scholarship



